
La majeure partie des attaques passe par
l’utilisateur, maillon essentiel de la chaîne
cybersécurité. La formation permet d’identifier les
principales menaces cyber, de comprendre leurs
modes opératoires et d’adopter des comportements
adaptés pour réduire les expositions. L’utilisation
d’outils simples de vérification, l’application des
bonnes pratiques et le développement d’une culture
cybersécurité, permettent de contraindre le risque
cyber. 

Savoir anticiper la cyber malveillance et le cyber

harcèlement

Savoir anticiper les mauvaises intentions, afin de

les prévenir et d’en informer son entourage

Etre capable d’identifier les risques immédiats, de

les détecter et d’analyser les bonnes réactions à

adopter

Développer les réactions adaptées visant à en

limiter le plus possible les conséquences

Etre capable d’identifier et d’exploiter les moyens

de défense simples. 

FORMATION 2026 
PROGRAMME 
DÉTAILLÉ

CYBERSECURITÉ
Prévention à la 
cyber malveillance

Objectifs et compétences visées 

Contenu de la formation

Publics 
Dirigeants, cadres
Management intermédiaire, agents de
maitrise
Personnel administratif et technique

Prérequis

Moyens mobilisés

Méthodes pédagogiques : 

Exposés théoriques 
Projection de diaporama et de vidéos

Modalités d'évaluation
Questionnaire d'évaluation des acquis
en fin de formation 

Délai d'accès
La formation est organisée dans un délai
de 3 mois à compter de la demande.

Accessibilité
Pour connaître nos modalités d'accès et
d'accueil des publics en situation de
handicap, merci de nous contacter. 

Inscription & informations
formation@jegardcreatis.com

Aucun

Tarifs 
Prestation INTRA adaptée aux attentes. 
Devis sur demande

Durée
1/2 journée
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Matériel : salle de cours, vidéoprojecteur

Les menaces et leurs conséquences 

Les aides à disposition 

Comment protéger son environnement 

Professionnel et personnel 

QUIZ Cyber 

Conclusion


